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Abstract

In the digital economy, data becomes essential in decision-making and production
process. Since e-commerce relies increasingly on cross-border data flows, access to
data is crucial for competitiveness and the expansion of companies in the global society.
For the concerns over national security, privacy, movement and ownership of data,
many countries introduce their own data protection and privacy legislation. The
European General Data Protection Regulation (GDPR) is the toughest privacy and
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security law in the world. Data transfer outside the EU is prohibited unless an adequate
safeguard can be used. However, excessively stringent limitations on data flows can
have negative effects on international trade and investments. Moreover, due to the
fragmentation in current regulatory environment for data protection, the consumers and
businesses face a degree of uncertainty over their daily activities. Schrems | and
Schrems 11 are the cases with significant implications for the data transfer between the
EU and the US. By looking into how the EU data protection laws interact with the US
domestic laws, we can infer that the legal differences in the privacy protection might
lead to impediments on the free trade.
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